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THE UNITING AND STRENGTHENING AMERICA BY PROVIDING APPROPRIATE 
TOOLS REQUIRED TO INTERCEPT AND OBSTRUCT TERRORISM 

(USA PATRIOT) ACT OF 2001, H.R. 3162 
SECTION-BY-SECTION ANALYSIS  

Sec. 1. Short title and table of contents. Both S. 1510 passed by the Senate on October 11, 2001 
(the "Senate bill"), and H.R. 2975 passed by the House of Representatives on October 12, 2001, 
included this section containing the short title "Uniting and Strengthening America (USA) Act of 
2001" and the table of contents for the Act. H.R. 3162, the bill subsequently passed by the House 
on October 24, 2001 (the "House bill"), changed the title to the "Uniting and Strengthening 
America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism (USA 
PATRIOT) Act of 2001." 

Sec. 2. Construction; severability. Both the House and Senate bills included this rule of 
construction to provide that any portion of this Act found to be invalid or unenforceable by its 
terms, or as applied to any person or circumstance, shall be construed to give it the maximum 
effect permitted by law and that any portion found invalid or unenforceable in its entirety shall 
be severable from the rest of the Act. 

TITLE I—ENHANCING DOMESTIC SECURITY AGAINST TERRORISM 

Sec. 101. Counterterrorism fund. Both the House and Senate bills included this provision to 
establish a counterterrorism fund in the Treasury of the United States, without affecting prior 
appropriations, to reimburse Department of Justice components for costs incurred in connection 
with terrorism and terrorism prevention, rebuild any Justice Department component damaged or 
destroyed as a result of a terrorism incident, pay terrorism-related rewards, conduct terrorism 
threat assessments, and reimburse Federal agencies for costs incurred in connection with 
detaining suspected terrorists in foreign countries. Not in original Administration proposal. 

Sec. 102. Sense of Congress condemning discrimination against Arab and Muslim Americans. 
Both the House and Senate bills included this provision to condemn acts of violence and 
discrimination against Arab Americans, American Muslims, and Americans from South Asia, 
and to declare that every effort must be taken to protect their safety. Not in original 
Administration proposal. 

Sec. 103. Increased funding for the technical support center at the Federal Bureau of 
Investigation. Both the House and Senate bills included this provision to authorize $200,000,000 
per year for fiscal years 2002, 2003 and 2004 for the Technical Support Center established in 
section 811 of the Antiterrorism and Effective Death Penalty Act of 1996 to help meet the 
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demands of activities to combat terrorism and enhance the technical support and tactical 
operations of the FBI. Not in original Administration proposal. 

Sec. 104. Requests for Military Assistance to Enforce Prohibition in Certain Emergencies. Both 
the House and Senate bills included this provision to authorize the Attorney General to request 
military assistance in support of Department of Justice activities relating to the enforcement of 
18 U.S.C. §2332a during an emergency situation involving a weapon of mass destruction. 
Current law references a statute that was repealed in 1998, relating to chemical weapons. Not in 
original Administration proposal. 

Sec. 105. Expansion of National Electronic Crime Task Force Initiative. Both the House and 
Senate bills included this provision to allow the Secret Service to develop a national network of 
electronic crime task forces, based on the highly successful New York Electronic Crimes Task 
Force model, for the purpose of preventing, detecting, and investigating various forms of 
electronic crimes, including potential terrorist attacks against critical infrastructure and financial 
payment systems. Not in original Administration proposal. 

Sec. 106. Presidential authority. Both the House and Senate bills included this provision to give 
to the President, in limited circumstances involving armed hostilities or attacks against the 
United States, the power to confiscate and vest in the United States the property of enemies of 
the United States during times of national emergency, which was permitted by the Trading with 
the Enemy Act, 50 app. U.S.C. § 5(b), until 1977, when the International Economic Emergency 
Act was passed. The new provision permits the President, when the United States is engaged in 
military hostilities or has been subject to attack, to confiscate property of any foreign country, 
person or organization involved in hostilities or attacks on the United States. This section also 
permits courts, when reviewing determinations made by the executive branch, to consider 
classified evidence ex parte and in camera. Same as original Administration proposal. 

TITLE II—ENHANCED SURVEILLANCE PROCEDURES 

[Note: Elimination of original Administration proposal to allow government use of wiretap 
information on U.S. citizens obtained illegally overseas in violation of the Fourth Amendment 
and of foreign government laws.] 

Sec. 201. Authority to intercept wire, oral, and electronic communications relating to terrorism. 
Both the House and Senate bills included this provision to add criminal violations relating to 
terrorism to the list of predicate statutes in the criminal procedures for interception of 
communications under chapter 119 of title 18, United States Code. Not in original 
Administration proposal. 

Sec. 202. Authority to intercept wire, oral, and electronic communications relating to computer 
fraud and abuse offenses. Both the House and Senate bills included this provision to add criminal 
violations relating to computer fraud and abuse to the list of predicate statutes in the criminal 
procedures for interception of communications under chapter 119 of title 18, United States Code. 
Not in original Administration proposal. 
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Sec. 203. Authority to share criminal investigative information. Both the House and Senate bills 
included provisions amending the criminal procedures for interception of communications under 
chapter 119 of title 18, United States Code, and the grand jury procedures under Rule 6(e) of the 
Federal Rules of Criminal Procedures to authorize disclosure of foreign intelligence information 
obtained by such interception or by a grand jury to any Federal law enforcement, intelligence, 
national security, national defense, protective or immigration personnel to assist the official 
receiving that information in the performance of his official duties. Section 203(a) requires that 
within a reasonable time after disclosure of any grand jury information, an attorney for the 
government notify the court of such disclosure and the departments, agencies or entities to which 
disclosure was made. Section 203(b) pertains to foreign intelligence information obtained by 
intercepting communications pursuant to a court-ordered wiretap. Section 203(c) also authorizes 
such disclosure of information obtained as part of a criminal investigation notwithstanding any 
other law. 

The information must meet statutory definitions of foreign intelligence or counterintelligence or 
foreign intelligence information. Recipients may use that information only as necessary for their 
official duties, and use of the information outside those limits remains subject to applicable 
penalties, such as penalties for unauthorized disclosure under chapter 119, contempt penalties 
under Rule 6(e) and the Privacy Act. The Attorney General must establish procedures for 
disclosure of information that identifies a United States person, such as the current procedures 
established under Executive Order 12333 for the intelligence community. Modified 
Administration proposal to limit scope of personnel eligible to receive information. In case of 
grand jury information, limited proposal to require notification to court after disclosure. 

Sec. 204. Clarification of intelligence exceptions from limitations on interception and disclosure 
of wire, oral, and electronic communications. Both the House and Senate bills included this 
provision to amend the criminal procedures for interception of wire, oral, and electronic 
communications in title 18, United States Code, to make clear that these procedures do not apply 
to the collection of foreign intelligence information under the statutory foreign intelligence 
authorities. Not in original Administration proposal. 

Sec. 205. Employment of translators by the Federal Bureau of Investigation. Both the House and 
Senate bills included this provision to authorize the FBI Director to expedite the employment of 
personnel as translators to support counterterrorism investigations and operations without regard 
to applicable Federal personnel requirements and limitations. Not in original Administration 
proposal. 

Sec. 206. Roving surveillance authority under the Foreign Intelligence Surveillance Act of 1978. 
Both the House and Senate bills included this provision to modify the Foreign Intelligence 
Surveillance Act ("FISA") to allow surveillance to follow a person who uses multiple 
communications devices or locations, a modification which conforms FISA to the parallel 
criminal procedure for electronic surveillance in 18 U.S.C. §2518(11)(b). The court order need 
not specify the person whose assistance to the surveillance is required (such as a particular 
communications common carrier), where the court finds that the actions of the target may have 
the effect of thwarting the identification of a specified person. Same as original Administration 
proposal. 
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Sec. 207. Duration of FISA surveillance of non-United States persons who are agents of foreign 
power. Both the House and Senate bills included this provision to change the initial period of a 
FISA order for a surveillance or physical search targeted against an agent of a foreign power 
from 90 to 120 days, and changes the period for extensions from 90 days to one year. One-year 
extensions for physical searches are subject to the requirement in current law that the judge find 
"probable cause to believe that no property of any United States person will be acquired during 
the period." Section 207 also changes the ordinary period for physical searches under FISA from 
45 to 90 days. Narrower than Administration proposal which sought to eliminate the initial 90-
day limitation and authorize surveillance for up to one year from the outset. 

Sec. 208. Designation of judges. Both the House and Senate bills included this provision to 
increase the number of Federal district judges designated to serve on the FISA court from seven 
to 11, and requires that no less that 3 of the judges reside within 20 miles of the District of 
Columbia. Not in original Administration proposal. 

Sec. 209. Seizure of voice-mail messages pursuant to warrants. Both the House and Senate bills 
included this provision to authorize government access to voice mails with a court order 
supported by probable cause in the same way e-mails currently may be accessed, and authorizes 
nationwide service with a single search warrant for voice mails. Current law, 18 U.S.C. 
§2510(1), defines "wire communication" to include "any electronic storage of such 
communication," with the result that the government must apply for a Title III wiretap order 
before it may obtain unopened voice mail messages held by a service provider. This section 
amends the definition of "wire communication" so that it no longer includes stored 
communications. It also amends 18 U.S.C. §2703 to specify that the government may use a 
search warrant (instead of a wiretap order) to compel the production of unopened voicemail, thus 
harmonizing the rules applicable to stored voice and non-voice (e.g., e-mail) communications. 
Same as Administration proposal. 

Sec. 210. Scope of subpoenas for records of electronic communications. Both the House and 
Senate bills included this provision to broaden the types of records that law enforcement may 
obtain, pursuant to a subpoena, from electronic communications service providers by requiring 
providers to disclose the means and source of payment, including any bank account or credit card 
numbers. Current law allows the government to use a subpoena to compel communications 
providers to disclose a small class of records that pertain to electronic communications, limited 
to such records as the customer’s name, address, and length of service. 18 U.S.C. 
§2703(c)(1)(C). Investigators may not use a subpoena to obtain such records as credit card 
number or other form of payment and must use a court order. In many cases, users register with 
Internet service providers using false names, making the form of payment critical to determining 
the user’s true identity. Same as original Administration proposal. 

Sec. 211. Clarification of scope. Both the House and Senate bills included provisions to amend 
the Cable Communications Policy Act to clarify that when a cable company acts as a telephone 
company or an Internet service provider, it must comply with the same laws governing the 
interception and disclosure of wire and electronic communications that apply to any other 
telephone company or Internet service provider. This section also expressly provides, however, 
that authorized disclosures under this provision do not include records that reveal customer cable 
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viewing activity. Modified original Administration proposal to specify that targets do not receive 
advance notice of wiretap order and amends title 47 to accomplish same purpose as 
administration proposal. 

Sec. 212. Emergency disclosure of electronic communications to protect life and limb. Both the 
House and Senate bills included this provision to amend 18 U.S.C. §2702 to authorize providers 
of electronic communications services to disclose the communications (or records of such 
communications) of their subscribers if the provider reasonably believes that an emergency 
involving immediate danger of death or serious physical injury to any person requires the 
disclosure of the information without delay. This section also corrects an anomaly in the current 
law by clearly permitting a provider to disclose non-content records (such as a subscriber’s log-
in records) as well as the contents of the customer’s communications to protect their computer 
systems. Same as original Administration proposal. 

Sec. 213. Authority for delaying notice of the execution of a warrant. Both the House and Senate 
bills included this provision to amend 18 U.S.C. §3103a to authorize a court to issue a search 
warrant in which the government is permitted to delay providing notice of the warrant’s 
execution. Consistent with the requirements of case law from the Second and Ninth Circuits, this 
section also provides several limitations on this authority. See United States v. Villegas, 899 F.2d 
1324 (2d Cir. 1990); United States v. Freitas , 800 F.2d 1451 (9th Cir. 1986). First, delayed 
notice is authorized only in cases where the government has demonstrated reasonable cause to 
believe that providing immediate notice would have an adverse result as defined in 18 U.S.C. 
§2705. Second, the provision prohibits the government from seizing any tangible property or any 
wire or electronic communication or stored wire or electronic communication unless it makes a 
showing of reasonable necessity for the seizure. Third, the warrant must require the giving of 
notice within a reasonable time of the execution of the search. Narrower than original 
Administration proposal, which would have permitted delay as law enforcement saw fit. 

Sec. 214. Pen register and trap and trace authority under FISA. Both the House and Senate bills 
included this provision to modify FISA provisions for pen register and trap and trace to eliminate 
the requirement to show to the court that the target is in contact with an "agent of a foreign 
power." It replaces this requirement with a determination that the pen register or trap and trace is 
relevant to an investigation to protect against international terrorism or clandestine intelligence 
activities or to obtain foreign intelligence information not concerning U.S. persons. Any 
investigation of a United States person may not be based solely on activities protected by the 
First Amendment. Narrower than original Administration proposal, which would simply have 
removed the "agent of a foreign power" requirement. 

Sec. 215. Access to records and other items under the FISA. Both the House and Senate bills 
included this provision to remove the "agent of a foreign power" standard for court-ordered 
access to certain business records under FISA and expands the scope of court orders to include 
access to other records and tangible items. The authority may be used for an investigation to 
protect against international terrorism or clandestine intelligence activities or to obtain foreign 
intelligence information not concerning U.S. persons. An investigation of a United States person 
may not be based solely on activities protected by the First Amendment. Narrower than original 
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Administration proposal, which would have removed requirements of court order and the "agent 
of a foreign power" showing. 

Sec. 216. Modification of authorities relating to use of pen registers and trap and trace devices. 
Both the House and Senate bills included this provision to authorize courts to grant pen register 
and trap and trace orders that are valid anywhere in the nation. It also ensures that the pen 
register and trap and trace provisions apply to facilities other than telephone lines (e.g., the 
Internet). It specifically provides, however, that the grant of authority to capture "routing" and 
"addressing" information for Internet users does not authorize the interception of the content of 
any such communications. It further requires the government to use the latest available 
technology to insure that a pen register or trap and trace device does not intercept the content of 
any communications. Finally, it provides for a report to the court on each use of "Carnivore"-like 
devices on packet-switched data networks. Makes a number of improvements over 
Administration proposal, including exclusion of content, exclusion of ISP liability, and 
Carnivore report. 

Sec. 217. Interception of computer trespasser communications. Both the House and Senate bills 
included this provision to allow computer service providers who are victims of attacks by 
computer trespassers to authorize persons acting under color of law to monitor trespassers on 
their computer systems in a narrow class of cases. A computer trespasser is defined as a person 
who accesses a protected computer without authorization and thus has no reasonable expectation 
of privacy in any communications transmitted to, through, or from the protected computer. 
However, it does not include a person known by the owner or operator of the protected computer 
to have an existing contractual relationship with the owner or operator for access to all or part of 
the protected computer. Narrower than original Administration proposal, which did not exclude 
service provider subscribers from definition of trespasser and did not limit interception authority 
to only those communications through the computer in question. 

Sec. 218. Foreign intelligence information. Both the House and Senate bills included this 
provision to amend FISA to require a certification that "a significant purpose " rather than "the 
purpose" of a surveillance or search under FISA is to obtain foreign intelligence information. 
Narrower than Administration proposal, which would have allowed FISA surveillance if 
intelligence gathering was merely "a" purpose. 

Sec. 219. Single-jurisdiction search warrants for terrorism. Both the House and Senate bills 
included this provision to amend Federal Rule of Criminal Procedure 41(a) to provide that 
warrants relating to the investigation of terrorist activities may be obtained in any district in 
which the activities related to the terrorism may have occurred, regardless of where the warrants 
will be executed. Same as Administration proposal. 

Sec. 220. Nationwide service of search warrants for electronic surveillance. Both the House and 
Senate bills included this provision to amend 18 U.S.C. §2703(a) to authorize courts with 
jurisdiction over the offense to issue search warrants for electronic communications in electronic 
storage anywhere in the United States, without requiring the intervention of their counterparts in 
the districts where Internet service providers are located. Narrower than Administration proposal 
in that it limits forum shopping problem by limiting to courts with jurisdiction over the offense. 



Page 7 of 29 
 

Sec. 221. Trade sanctions. Both the House and Senate bills included this provision to authorize 
the President unilaterally to restrict exports of agricultural products, medicine or medical devices 
to the Taliban or the territory of Afghanistan controlled by the Taliban. Narrower than original 
Administration proposal which would have undermined the congressional approval requirement, 
conferring upon the President control of agricultural and medical exports "to all designated 
terrorists and narcotics entities wherever they are located." 

Sec. 222. Assistance to law enforcement agencies. Both the House and Senate bills included this 
provision that this Act does not impose any additional technical requirements on a provider of a 
wire or electronic communication service and that a provider of a wire or electronic 
communication service, landlord, custodian or other person who furnishes facilities or technical 
assistance pursuant to section 216 shall be reasonably compensated for expenditures incurred in 
providing such facilities or assistance. Not in original Administration proposal. 

Sec. 223. Civil liability for certain unauthorized disclosures. H.R. 2975 included this provision to 
create civil liability for violations, including unauthorized disclosures, by law enforcement 
authorities of the electronic surveillance procedures set forth in title 18, United States Code (e.g., 
unauthorized disclosure of pen trap, wiretap, stored communications), or FISA information. Also 
requires administrative discipline of officials who engage in such unauthorized disclosures. Not 
in original Administration proposal. 

Sec. 224. Sunset. H.R. 2975 included a provision to sunset certain amendments made by this title 
in 3 to 5 years. H.R. 3162 provides a 4-year sunset for sections 206, 201, 202, 203(b), 204, 206, 
207, 209, 210, 212, 214, 215, 217, 218, 220, 223 -- at the end December 31, 2005, with the 
authorities "grandfathered" as to particular investigations based on offenses occurring prior to 
sunset. No sunset provided in original Administration proposal or S. 1510, and four-year sunset 
shorter than the five-year sunset in H.R. 2975. 

Title III—INTERNATIONAL MONEY LAUNDERING ABATEMENT AND ANTI-
TERRORIST FINANCING ACT OF 2001 

[Note: Elimination of original Administration proposals to allow broad disclosure of individual 
tax return information; pre-trial restraint of legitimately obtained property in all criminal 
forfeiture cases; carve-out of tobacco companies from RICO liability for foreign excise taxes; 
and creation of new criminal offense to misrepresent identification when opening bank account. 
The Administration bill contained none of the money laundering provisions contained in either 
the Senate bill or H.R. 3004.] 

Sec. 301. Short title. This section contains the short title of Title III, "International Money 
Laundering Abatement and Financial Anti-Terrorism Act of 2001," which merges the short title 
of Title III of the Senate bill with the short title of H.R. 3004, which passed the House of 
Representatives on October 17, 2001 ("H.R. 3004"). This section also contains the table of 
contents for Title III. 

Sec. 302. Findings and purposes. The Senate bill included this provision, which states the 
legislative findings and purposes in support of Title III. 
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Sec. 303. 4-Year congressional review; expedited consideration. Section 303, included in the 
Senate bill, provides that the provisions added and amendments made by Title III will terminate 
after September 30, 2004, if the Congress enacts a joint resolution to that effect, and that any 
such joint resolution will be given expedited consideration by the Congress. 

Subtitle A.  International Counter-Money Laundering and Related Measures. 

Sec. 311.  Special measures for jurisdictions, financial institutions, or international transactions 
or accounts of primary money laundering concern. Section 311, included in both the Senate bill 
and H.R. 3004, adds a new section 5318A to the Bank Secrecy Act, to give the Secretary of the 
Treasury, in consultation with other senior government officials, authority (in the Secretary’s 
discretion), to impose one or more of five new "special measures" against foreign jurisdictions, 
foreign financial institutions, transactions involving such jurisdictions or institutions, or one 
more types of accounts, that the Secretary, after consultation with Secretary of State and the 
Attorney General, determines to pose a "primary money laundering concern" to the United 
States. The special measures include: (1) requiring additional recordkeeping or reporting for 
particular transactions; (2) requiring the identification of the foreign beneficial owners of certain 
accounts at a U.S. financial institution; (3) requiring the identification of customers of a foreign 
bank who use an interbank payable-through account opened by that foreign bank at a U.S. bank; 
(4) requiring the identification of customers of a foreign bank who use an interbank 
correspondent account opened by that foreign bank at a U.S. bank; and (5) after consultation 
with the Secretary of State, the Attorney General, and the Chairman of the Federal Reserve 
Board, restricting or prohibiting the opening or maintaining of certain interbank correspondent or 
payable-through accounts. Measures (1) through (4) may not be imposed for more than 120 days 
except by regulation, and measure (5) may only be imposed by regulation. 

Sec. 312. Special due diligence for correspondent accounts and private banking accounts. 
Section 312, included in both the Senate bill and H.R. 3004, adds a new subsection (i) to 31 
U.S.C.§5318, to require a U.S. financial institution that maintains a correspondent account or 
private banking account for a non-United States person to establish appropriate and, if necessary, 
enhanced due diligence procedures to detect and report instances of money laundering. The new 
provision also creates minimum anti-money laundering due diligence standards for U.S. financial 
institutions that enter into correspondent banking relationships with banks that operate under 
offshore banking licenses or under banking licenses issued by countries that (1) have been 
designated as noncooperative with international counter money laundering principles by an 
international body with the concurrence of the U.S. representative to that body, or (2) have been 
the subject of special measures authorized by section 311. Finally, the new provision creates 
minimum anti-money laundering due diligence standards for maintenance of private banking 
accounts by U.S. financial institutions. New section 31 U.S.C §5318(i) will take effect 270 days 
after the date of enactment; the Secretary of the Treasury is required to issue regulations (in 
consultation with the appropriate Federal functional regulators) within 180 days of enactment 
further delineating the requirements of the new subsection, but the statute is to take effect 
whether or not such regulations are issued, and failure to issue final regulations shall in no way 
affect the enforceability of §5318(i) as added by section 312. 
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Sec. 313. Prohibition on United States correspondent accounts with foreign shell banks. Section 
313, included in both the Senate bill and H.R. 3004, adds a new subsection (j) to 31 U.S.C. 
§5318, to bar depository institutions and brokers and dealers in securities operating in the United 
States from establishing, maintaining, administering, or managing correspondent accounts for 
foreign shell banks, other than shell bank vehicles affiliated with recognized and regulated 
depository institutions. The new 31 U.S.C. §5318(j) takes effect 60 days after enactment. The 
House receded to the Senate with respect to differences in the language of the versions of the 
provision in the Senate bill and H.R. 3004. 

Sec. 314. Cooperative efforts to deter money laundering. Section 314, contained in the Senate 
bill, requires the Secretary of the Treasury to issue regulations, within 120 days of the date of 
enactment, to encourage cooperation among financial institutions, financial regulators and law 
enforcement officials, and to permit the sharing of information by law enforcement and 
regulatory authorities with such institutions regarding persons reasonably suspected, based on 
credible evidence, of engaging in terrorist acts or money laundering activities. This section also 
allows (with notice to the Secretary of the Treasury) the sharing of information among banks 
involving possible terrorist or money laundering activity, and requires the Secretary of the 
Treasury to publish, at least semiannually, a report containing a detailed analysis of patterns of 
suspicious activity and other appropriate investigative insights derived from suspicious activity 
reports and law enforcement investigations. The final text of this section includes section 203 
(Reports to the Financial Services Industry on Suspicious Financial Activities) and portions of 
section 205 (Public-Private Task Force on Terrorist Financing Issues) of H.R. 3004. 

Sec. 315. Inclusion of foreign corruption offenses as money laundering crimes. Section 315, 
included in both the Senate bill and H.R. 3004 in somewhat different language, amends 18 
U.S.C. §1956 to include foreign corruption offenses, certain U.S. export control violations, 
certain customs and firearm offenses, certain computer fraud offenses, and felony violations of 
the Foreign Agents Registration Act of 1938, to the list of crimes that constitute "specified 
unlawful activities" for purposes of the criminal money laundering provisions. 

Sec. 316. Anti-terrorist forfeiture protection. Section 316, included in the Senate bill, establishes 
procedures to protect the rights of persons whose property may be subject to confiscation in the 
exercise of the government’s anti-terrorism authority. 

Sec. 317.  Long-arm jurisdiction over foreign money launderers. Section 317, which was 
included in both the Senate bill and H.R. 3004, amends 18 U.S.C. §1956 to give United States 
courts "long-arm" jurisdiction over foreign persons committing money laundering offenses in the 
United States, over foreign banks opening U.S. bank accounts, and over foreign persons who 
convert assets ordered forfeited by a U.S. court. It also permits a Federal court dealing with such 
foreign persons to issue a pre-trial restraining order or take other action necessary to preserve 
property in the United States to satisfy an ultimate judgment. The Senate, but not the House, bill 
included language permitting the appointment by a Federal court of a receiver to collect and take 
custody of assets of a defendant to satisfy criminal or civil money laundering or forfeiture 
judgments; with respect to the latter provision, the House receded to the Senate. 
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Sec. 318.  Laundering money through a foreign bank. Section 318, included in both the Senate 
bill and H.R. 3004, expands the definition of financial institution for purposes of 18 U.S.C. 
§§1956 and 1957 to include banks operating outside of the United States. 

Sec. 319. Forfeiture of funds in United States interbank accounts. Section 319 combines sections 
111, 112, and 113 of H.R. 3004 with section 319 of the Senate bill. This section amends 18 
U.S.C. §981 to treat amounts deposited by foreign banks in interbank accounts with U.S. banks 
as having been deposited in the United States for purposes of the forfeiture rules, but grants the 
Attorney General authority, in the interest of justice and consistent with the United States’ 
national interest, to suspend a forfeiture proceeding, based on that presumption. This section also 
adds a new subsection (k) to 31 U.S.C. §5318 to require U.S. financial institutions to reply to a 
request for information from a U.S. regulator relating to anti-money laundering compliance 
within 120 hours of receipt of such a request, and to require foreign banks that maintain 
correspondent accounts in the United States to appoint agents for service of process within the 
United States. The new 31 U.S.C. 5318(k) authorizes the Attorney General and the Secretary of 
the Treasury to issue a summons or subpoena to any such foreign bank seeking records, 
wherever located, relating to such a correspondent account, and it requires U.S. banks to sever 
correspondent arrangements with foreign banks that do not either comply with or contest any 
such summons or subpoena. Finally, section 319 amends section 413 of the Controlled 
Substances Act to authorize United States courts to order a convicted criminal to return property 
located abroad and to order a civil forfeiture defendant to return property located abroad pending 
trial on the merits. With respect to the provisions requiring a response to certain requests for 
information by U.S. regulators within 120 hours of receipt and the requirement that 
correspondent relationships with foreign banks that do not either respond or challenge subpoenas 
issued under new 31 U.S.C. §5318(k) must be terminated, the House receded to the Senate. With 
respect to the power to order convicted criminals to return property located abroad, the Senate 
receded to the House. 

Sec. 320. Proceeds of foreign crimes. Section 320, included in both the Senate bill and H.R. 
3004, amends 18 U.S.C. §981 to permit the United States to institute forfeiture proceedings 
against the proceeds of foreign criminal offenses found in the United States. 

Sec. 321.  Financial institutions specified in subchapter II of chapter 53 of Title 31, United States 
Code. Section 321, included in H.R. 3004, amends 31 U.S.C. §5312(2) to add credit unions, 
futures commission merchants, commodity trading advisors, or commodity pool operators to the 
definition of financial institution for purposes of the Bank Secrecy Act, and to provide that the 
term "Federal functional regulator" includes the Commodity Futures Trading Commission for 
purposes of the Bank Secrecy Act. 

Sec. 322.  Corporation represented by a fugitive. Section 322, included in both the Senate bill 
and H.R. 3004, extends the prohibition against the maintenance of a forfeiture proceeding on 
behalf of a fugitive to include a proceeding by a corporation whose majority shareholder is a 
fugitive and a proceeding in which the corporation’s claim is instituted by a fugitive. 
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Sec. 323. Enforcement of foreign judgments. Section 323, included in both the Senate bill and 
H.R. 3004, permits the government to seek a restraining order to preserve the availability of 
property subject to a foreign forfeiture or confiscation judgment. 

Sec. 324. Report and recommendation. Section 324, included in the Senate bill, directs the 
Secretary of the Treasury, in consultation with the Attorney General, the Federal banking 
agencies, the SEC, and other appropriate agencies to evaluate operation of the provisions of 
subtitle A of Title III of the Act and recommend to Congress any relevant legislative action, 
within 30 months of the date of enactment. 

Sec. 325.  Concentration accounts at financial institutions. Section 325, included in both the 
Senate bill and H.R. 3004, authorizes the Secretary of the Treasury to issue regulations 
concerning the maintenance of concentration accounts by U.S. depository institutions, to prevent 
an institution’s customers from anonymously directing funds into or through such accounts. 

Sec. 326.  Verification of identification. Section 326(a), included in H.R. 3004, adds a new 
subsection (l) to 31 U.S.C. §5318 to require the Secretary of the Treasury to prescribe by 
regulation, jointly with each Federal functional regulator, minimum standards for financial 
institutions and their customers regarding the identity of the customer that shall apply in 
connection with the opening of an account at a financial institution; the minimum standards shall 
require financial institutions to implement, and customers (after being given adequate notice) to 
comply with, reasonable procedures concerning verification of customer identity, maintenance of 
records of identity verification, and consultation at account opening of lists of known or 
suspected terrorists provided to the financial institution by a government agency. The required 
regulations are to be issued within one year of the date of enactment. 

Section 326(b), included in both the Senate bill and H.R. 3004, requires the Secretary of the 
Treasury, again in consultation with the Federal functional regulators (as well as other 
appropriate agencies), to submit a report to Congress within six months of the date of enactment 
containing recommendations about the most effective way to require foreign nationals to provide 
financial institutions in the United States with accurate identity information, comparable to that 
required to be provided by U.S. nationals, and to obtain an identification number that would 
function similarly to a U.S. national’s tax identification number. 

Sec. 327. Consideration of anti-money laundering record. Section 327, included in H.R. 3004, 
amends section 3(c) of the Bank Holding Company Act of 1956, and section 18(c) of the Federal 
Deposit Insurance Act to require the Federal Reserve Board and the Federal Deposit Insurance 
Corporation, respectively, to consider the effectiveness of a bank holding company or bank 
(within the jurisdiction of the appropriate agency) in combating money laundering activities, 
including in overseas branches, in ruling on any merger or similar application by the bank or 
bank holding company. The Senate receded to the House, with the agreement that the 
amendments will apply only to applications submitted after December 31, 2001. 

Sec. 328. International cooperation on identification of originators of wire transfers. Section 328, 
included in H.R. 3004, requires the Secretary of the Treasury, in consultation with the Attorney 
General and the Secretary of State, to take all reasonable steps to encourage foreign governments 
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to require the inclusion of the name of the originator in wire transfer instructions sent to the 
United States, and to report annually to the House Committee on Financial Services and the 
Senate Committee on Banking, Housing, and Urban Affairs concerning progress toward that 
goal. 

Sec. 329. Criminal penalties. Section 329, included in the Senate bill, provides criminal penalties 
for officials who violate their trust in connection with the administration of Title III. 

Sec. 330. International cooperation in investigations of money laundering, financial crimes, and 
the finances of terrorist groups. Section 330, included in H.R. 3004, states the sense of the 
Congress that the President should direct the Secretary of State, the Attorney General, or the 
Secretary of the Treasury, as appropriate and in consultation with the Federal Reserve Board, to 
seek negotiations with foreign financial supervisory agencies and other foreign officials, to 
ensure that foreign financial institutions maintain adequate records relating to any foreign 
terrorist organization or its membership, or any person engaged in money laundering or other 
financial crimes, and make such records available to U.S. law enforcement and financial 
supervisory personnel when appropriate. 

Subtitle B. Bank Secrecy Act Amendments and Related Improvements. 

Sec. 351. Amendments relating to reporting of suspicious activities. Section 351, included in 
both the Senate bill and H.R. 3004, restates 31 U.S.C. §5318(g)(3) to clarify the terms of the safe 
harbor from civil liability for financial institutions filing suspicious activity reports pursuant to 
31 U.S.C. §5318(g). The amendments to subsection (g)(3) also create a safe harbor from civil 
liability for banks that provide information in employment references sought by other banks 
pursuant to the amendment to the Federal Deposit Insurance Act made by section 355. The 
House receded to the Senate with respect to minor differences in wording between the House and 
Senate versions of the provision. 

Sec. 352.  Anti-money laundering programs. Section 352, included in both the Senate bill and 
H.R. 3004, amends 31 U.S.C. §5318(h) to require financial institutions to establish anti-money 
laundering programs and grants the Secretary of the Treasury authority to set minimum standards 
for such programs. The Senate receded to the House with respect to a provision in H.R. 3004 that 
the anti-money laundering program requirement take effect at the end of the 180-day period 
beginning on the date of enactment of the Act and a related provision that the Secretary of the 
Treasury shall prescribe regulations before the end of that 180-day period that consider the extent 
to which the requirements imposed under amended §5318(h) are commensurate with the size, 
location, and activities of the financial institutions to which the regulations apply. 

Sec. 353.  Penalties for violations of geographic targeting orders and certain recordkeeping 
requirements, and lengthening effective period of geographic targeting orders. Section 353, 
included generally in both the Senate bill and H.R. 3004, amends 31 U.S.C. §§5321, 5322, and 
5324 to clarify that penalties for violation of the Bank Secrecy Act and its implementing 
regulations also apply to violations of Geographic Targeting Orders issued under 31 U.S.C. 
§3526, and to certain recordkeeping requirements relating to funds transfers. The House receded 
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to a provision in the Senate bill that also amends 31 U.S.C. §5326 to make the period of a 
geographic target order 180 days. 

Sec. 354.  Anti-money laundering strategy. Section 354, included in the Senate bill, amends 31 
U.S.C. §5341(b) to add "money laundering related to terrorist funding" to the list of subjects to 
be dealt with in the annual National Money Laundering Strategy prepared by the Secretary of the 
Treasury pursuant to the Money Laundering and Financial Crimes Strategy Act of 1998. 

Sec. 355. Authorization to include suspicions of illegal activity in written employment 
references. Section 355, included in both the Senate bill and H.R. 3004, amends §18 of the 
Federal Deposit Insurance Act to permit (but not require) a bank to include information, in a 
response to a request for an employment reference by a second bank, about the possible 
involvement of a former institution-affiliated party in potentially unlawful activity. The House 
receded to the Senate with respect to a provision that the safe harbor from civil liability for a 
bank that provides information to a second bank applies unless the first bank acts with malicious 
intent. 

Sec. 356.  Reporting of suspicious activities by securities brokers and dealers; investment 
company study. Section 356(a), included generally in both the Senate bill and H.R. 3004, directs 
the Secretary of the Treasury, after consultation with the Securities and Exchange Commission 
and the Federal Reserve Board, to publish proposed regulations, on or before December 31, 
2001, and final regulations on or before July 1, 2002, requiring broker-dealers to file suspicious 
activity reports. The Senate receded to the House with respect to the specific time requirements 
in section 356(a). 

Sec. 356(b), included in H.R. 3004, authorizes the Secretary of the Treasury, in consultation with 
the Commodity Futures Trading Commission, to prescribe regulations requiring futures 
commission merchants, commodity trading advisors, and certain commodity pool operators to 
submit suspicious activity reports under 31 U.S.C. §5318(g). 

Sec. 356(c), included in the Senate bill, requires the Secretary of the Treasury, the SEC and 
Federal Reserve Board to submit jointly to Congress, within one year of the date of enactment, 
recommendations for effective regulations to apply the provisions of 31 U.S.C. §§5311-30 to 
both registered and unregistered investment companies, as well as recommendations as to 
whether the Secretary should promulgate regulations treating personal holding companies as 
financial institutions that must disclose their beneficial owners when opening accounts or 
initiating funds transfers at any domestic financial institution. 

Sec. 357.  Special report on administration of bank secrecy provisions. Section 357, included in 
the Senate bill, directs the Secretary of the Treasury to submit a report to Congress, six months 
after the date of enactment, on the role of the IRS in the administration of the Bank Secrecy Act, 
with emphasis on whether IRS Bank Secrecy Act information processing responsibility (for 
reports filed by all financial institutions) or Bank Secrecy Act audit and examination 
responsibility (for certain non-bank financial institutions) should be retained or transferred. 
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Sec. 358.  Bank Secrecy provisions and activities of the United States intelligence agencies. 
Section 358, included in the same general terms in both the Senate bill and H.R. 3004, contains 
amendments to various provisions of the Bank Secrecy Act, the Right to Financial Privacy Act, 
and the Fair Credit Reporting Act, to permit information to be used in the conduct of United 
States intelligence or counterintelligence activities to protect against international terrorism. This 
section combines the Senate and House provisions, with each body receding to the other in the 
case of particular language included in one version of the provision but not the other. 

Sec. 359.  Reporting of suspicious activities by underground banking systems.  Section 359, 
included in both the Senate bill and H.R. 3004, clarifies that the Bank Secrecy Act treats certain 
underground banking systems as financial institutions, and that the funds transfer recordkeeping 
rules applicable to licensed money transmitters also apply to such underground systems. This 
section also directs the Secretary of the Treasury to report to Congress, within one year of the 
date of enactment, on the need for additional legislation or regulatory controls relating to 
underground banking systems. The House receded to the Senate with respect to certain technical 
changes in the definition of the underground banking systems at issue. 

Sec. 360.  Use of authority of the United States Executive Directors. Section 360, included in 
Senate bill, authorizes the Secretary of the Treasury to instruct the United States Executive 
Director of each of the international financial institutions (for example, the IMF and the World 
Bank) to use such Director’s " voice and vote" to support loans and other use of resources to 
benefit nations that the President determines to be contributing to United States efforts to combat 
international terrorism, and to require the auditing of each international financial institution to 
ensure that funds are not paid to persons engaged in or supporting terrorism. 

Sec. 361.  Financial crimes enforcement network. Section 361, included in H.R. 3004, adds a 
new §310 to subchapter I of chapter 3 of title 31, United States Code, to make the Financial 
Crimes Enforcement Network ("FinCEN") a bureau within the Department of the Treasury, to 
specify the duties of FinCEN’s Director, and to require the Secretary of the Treasury to establish 
operating procedures for the government-wide data access service and communications center 
that FinCEN maintains. Section 361 also authorizes appropriations for FinCEN for fiscal years 
2002 through 2005. Finally, this section requires the Secretary to study methods for improving 
compliance with the reporting requirements for ownership of foreign bank and brokerage 
accounts by U.S. nationals imposed by regulations issued under 31 U.S.C. §5314. The required 
report is to be submitted within six months of the date of enactment and annually thereafter. 

Sec. 362. Establishment of highly secure network. Section 362, included in H.R. 3004, directs 
the Secretary of the Treasury to establish, within nine months of enactment, a secure network 
with FinCEN that will allow financial institutions to file suspicious activity reports and provide 
such institutions with information regarding suspicious activities warranting special scrutiny. 

Sec. 363. Increase in civil and criminal penalties for money laundering. Section 363, included in 
the Senate bill, increases from $100,000 to $1,000,000 the maximum civil and criminal penalties 
for a violation of provisions added to the Bank Secrecy Act by sections 311 and 312 of this Act. 
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Sec. 364. Uniform protection authority for Federal Reserve facilities. Section 364, included in 
H.R. 3004, authorizes certain Federal Reserve personnel to act as law enforcement officers and 
carry fire arms to protect and safeguard Federal Reserve employees and premises. 

Sec. 365. Reports relating to coins and currency received in nonfinancial trade or business. 
Section 365, included in H.R. 3004, adds 31 U.S.C. §5331 (and makes related and conforming 
changes) to the Bank Secrecy Act to require any person who receives more than $10,000 in coins 
or currency, in one transaction or two or more related transactions in the course of that person’s 
trade or business, to file a report with respect to such transaction with FinCEN. Regulations 
implementing the new reporting requirement are to be promulgated within six months of 
enactment. 

Sec. 366.  Efficient use of currency transaction report system. Section 366, included in H.R. 
3004, requires the Secretary of the Treasury to report to the Congress before the end of the one 
year period beginning on the date of enactment containing the results of a study of the possible 
expansion of the statutory system for exempting transactions from the currency transaction 
reporting requirements and ways to improve the use by financial institutions of the statutory 
exemption system as a way of reducing the volume of unneeded currency transaction reports. 

Subtitle C. Currency Crimes. 

Sec. 371. Bulk cash smuggling into or out of the United States. Section 371, included in both the 
Senate bill and H.R. 3004, but with different language relating to forfeiture, creates a new Bank 
Secrecy Act offense, 31 U.S.C. §5332, involving the bulk smuggling of more than $10,000 in 
currency in any conveyance, article of luggage or merchandise or container, either into or out of 
the United States, and related forfeiture provisions. The Senate receded to the House language. 

Sec. 372. Forfeiture in currency reporting cases. Section 372, included in the Senate bill and 
H.R. 3004 with different language concerning mitigation, amends 31 U.S.C. §5317 to permit 
confiscation of funds in connection with currency reporting violations consistent with existing 
civil and criminal forfeiture procedures. The Senate receded to the House language. 

Sec. 373.  Illegal money transmitting businesses. Section 373, included in H.R. 3004, amends 18 
U.S.C. §1960 to clarify the terms of the offense stated in that provision, relating to knowing 
operation of an unlicensed (under state law) or unregistered (under Federal law) money 
transmission business. This section also amends 18 U.S.C. §981(a) to authorize the seizure of 
funds involved in a violation of 18 U.S.C. §1960. 

Sec. 374.  Counterfeiting domestic currency and obligations. Section 374, included in H.R. 3004, 
makes a number of changes to the provisions of 18 U.S.C. §§470-473 relating to the maximum 
sentences for various counterfeiting offenses, and adds to the definition of counterfeiting in 18 
U.S.C. §474 the making, acquiring, etc. of an analog, digital, or electronic image of any 
obligation or other security of the United States. 

Sec. 375.  Counterfeiting Foreign Currency and Obligations. Section 375, included in H.R. 3004, 
makes a number of changes to the provisions of 18 U.S.C. §§478-480 relating to the maximum 
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sentences for various counterfeiting offenses involving foreign obligations or securities and adds 
to the definition of counterfeiting in 18 U.S.C. §481 the making, acquiring, etc. of an analog, 
digital, or electronic image of any obligation or other security of a foreign government. 

Sec. 376. Laundering the proceeds of terrorism. This provision expands the scope of predicate 
offenses for laundering the proceeds of terrorism to include "providing material support or 
resources to terrorist organizations," as that crime is defined in 18 U.S.C. § 2339B of the 
criminal code. Same as original Administration proposal. 

Sec. 377. Extraterritorial jurisdiction. This provision applies the financial crimes prohibitions to 
conduct committed abroad in situations where the tools or proceeds of the offense pass through 
or are in the United States. Same as original Administration proposal. 

TITLE IV—PROTECTING THE BORDER 

Subtitle A. Protecting the Northern Border. 

Sec. 401. Ensuring adequate personnel on the Northern border. Both the House and Senate bills 
included this provision to authorize the Attorney General to waive any cap on the number of full 
time employees assigned to the INS on the northern border. Not in original Administration 
proposal. 

Sec. 402. Northern border personnel. Both the House and Senate bills included this provision to 
authorize additional appropriations to allow for a tripling in personnel for the Border Patrol, INS 
Inspectors, and the US Customs Service in each State along the northern border, and an 
additional $50 million each to the INS and the US Customs Service to improve technology and 
acquire additional equipment for use at the northern border. Not in original Administration 
proposal. 

Sec. 403. Access by the Department of State and the INS to certain identifying information in the 
criminal history records of visa applicants and applicants for admission to the United States. 
Both the House and Senate bills included this provision to give the State Department and INS 
access to the criminal history record information contained in the National Crime Information 
Center’s Interstate Identification Index, Wanted Persons File, and any other information 
mutually agreed upon between the Attorney General and the agency receiving access. Same as 
original Administration proposal. 

Sec. 404. Limited authority to pay overtime. Both the House and Senate bills included this 
provision to allow the Attorney General to authorize overtime pay for INS employees in an 
amount in excess of $30,000 during calendar year 2001, to ensure that experienced personnel are 
available to handle the increased workload generated by the events of September 11, 2001. Same 
as original Administration proposal but based on a Leahy-Conyers proposal. 

Sec. 405. Report on the integrated automated fingerprint identification system for points of entry 
and overseas consular posts. Both the House and Senate bills included this provision to require 
the Attorney General to report to Congress on the feasibility of enhancing the FBI’s Integrated 
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Automated Fingerprint Identification System or other identification systems to identify foreign 
passport and visa holders who may be wanted in connection with a criminal investigation in the 
United States or abroad before issuing a visa to that person or their entry or exist from the United 
States. Not in original Administration proposal. 

Subtitle B. Enhanced Immigration Provisions. 

Sec. 411. Definitions relating to terrorism. Both the House and Senate bills included this 
provision to amend the definition of "engage in terrorist activity" to clarify that an alien who 
solicits funds or membership or provides material support to a certified terrorist organization is 
inadmissible and removable. Aliens who solicit funds or membership or provide material support 
to organizations not designated as terrorist organizations have the opportunity to show that they 
did not know and should not have known that their actions would further terrorist activity. This 
section also creates a definition of "terrorist organization," which is not defined under current 
law, for purposes of making an alien inadmissible or removable. It defines a terrorist 
organization as one that is (1) designated by the Secretary of State as a terrorist organization 
under the process supplied by current law; (2) designated by the Secretary of State as a terrorist 
organization for immigration purposes; or (3) a group of two or more individuals that commits 
terrorist activities or plans or prepares to commit (including locating targets for) terrorist 
activities. The changes made by this section will apply to actions taken by an alien before 
enactment with respect to any group that was at that time certified by the Secretary of State. 
Narrower than original Administration proposal by allowing an alien to show support for non-
designated organization was offered without knowledge of organization’s terrorist activity. 

Sec. 412. Mandatory detention of suspected terrorists; habeas corpus; judicial review. Both the 
House- and Senate-passed bills included provisions to grant the Attorney General the authority to 
certify that an alien meets the criteria of the terrorism grounds of the Immigration and 
Nationality Act, or is engaged in any other activity that endangers the national security of the 
United States, upon a "reasonable grounds to believe" standard, and take such aliens into 
custody. This authority is delegable only to the Deputy Attorney General. The Attorney General 
must either begin removal proceedings against such aliens or bring criminal charges within seven 
days, or release them from custody. An alien who is charged but ultimately found not to be 
removable is to be released from custody. An alien who is found to be removable but has not 
been removed, and whose removal is unlikely in the reasonably foreseeable future, may be 
detained if the Attorney General demonstrates that release of the alien will adversely affect 
national security or the safety of the community or any person. Judicial review of any action 
taken under this section, including review of the merits of the certification, is available through 
habeas corpus proceedings, with appeal to the U.S. Court of Appeals for the D.C. Circuit. The 
Attorney General shall review his certification of an alien every six months. Narrower than 
original Administration proposal in numerous ways, including placing a 7-day limit on detention 
without charge, ordering release of aliens found not to be removable, and more meaningful 
judicial review of Attorney General’s determination of national security risk posed by alien. 

Sec. 413. Multilateral cooperation against terrorists. Both the House and Senate bills included 
this provision to provide new exceptions to the laws regarding disclosure of information from 
State Department records pertaining to the issuance of or refusal to issue visas to enter the U.S., 
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and allows the sharing of this information with a foreign government on a case-by-case basis for 
the purpose of preventing, investigating, or punishing acts of terrorism. Based on original 
Administration proposal. 

Sec. 414. Visa integrity and security. This section expresses the sense of the Congress that the 
Attorney General, in consultation with the Secretary of State, should fully implement the 
entry/exit system as expeditiously as practicable. Particular focus should be given to the 
utilization of biometric technology and the development of tamper-resistant documents. Not in 
original Administration proposal. 

Sec. 415. Participation of Office of Homeland Security on Entry-Exit Task Force. This section 
includes the new Office of Homeland Security as a participant in the Entry and Exit Task Force 
established by the Immigration and Naturalization Service Data Management Improvement Act 
of 2000. Not in original Administration proposal. 

Sec. 416. Foreign student monitoring program. This section seeks to implement the foreign 
student monitoring program created in 1996 by temporarily supplanting the collection of user 
fees mandated by the statute with an appropriation of $36,800,000 for the express purpose of 
fully and effectively implementing the program through January 2003. Thereafter, the program 
would be funded by user fees. Currently, all institutions of higher education that enroll foreign 
students or exchange visitors are required to participate in the monitoring program. This section 
expands the list of institutions to include air flight schools, language training schools, and 
vocational schools. Not in original Administration proposal. 

Sec. 417. Machine readable passports. This section requires the Secretary of State to conduct an 
annual audit to assess precautionary measures taken to prevent the counterfeiting and theft of 
passports among countries that participate in the visa waiver program, and ascertain that 
designated countries have established a program to develop tamper-resistant passports. Results of 
the audit will be reported to Congress. This provision would advance the deadline for 
participating nations to develop machine readable passports to October 1, 2003, but permit the 
Secretary of State to waive the requirements imposed by the deadline if he finds that the program 
country is making sufficient progress to provide their nationals with machine-readable passports. 
Not in original Administration proposal. 

Sec. 418. Prevention of consulate shopping. This section directs the State Department to examine 
what concerns, if any, are created by the practice of certain aliens to "shop" for a visa between 
issuing posts. Not in original Administration proposal. 

Subtitle C – Preservation of Immigration Benefits for Victims of Terrorism. 

[NOTE: This subtitle was not in original Administration proposal. It is certain that some aliens 
fell victim to the terrorist attacks on the U.S. on September 11. For many families, these 
tragedies will be compounded by the trauma of husbands, wives, and children losing their 
immigration status due to the death or serious injury of a family member. These family members 
are facing deportation because they are out of status: they no longer qualify for their current 
immigration status or are no longer eligible to complete the application process because their 
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loved one was killed or injured in the September 11 terrorist attack. Others are threatened with 
the loss of their immigration status, through no fault of their own, due to the disruption of 
communication and transportation that has resulted directly from the terrorist attacks. Because of 
these disruptions, people have been and will be unable to meet important deadlines, which will 
mean the loss of eligibility for certain benefits and the inability to maintain lawful status, unless 
the law is changed. 

At the request of Congressman Conyers and Senator Leahy, this new subtitle (sections 421-428) 
was included in the final bill to modify the immigration laws to provide the humanitarian relief 
to these victims and their family members in preserving their immigration status.] 

Sec. 421. Special immigrant status. This section provides permanent resident status to an alien 
who was the beneficiary of a petition filed (on or before September 11) to grant the alien 
permanent residence as a family-sponsored immigrant or employer-sponsored immigrant, or of 
an application for labor certification (filed on or before September 11), if the petition or 
application was rendered null because of the disability of the beneficiary or loss of employment 
of the beneficiary due to physical damage to, or destruction of, the business of the petitioner or 
applicant as a direct result of the terrorist attacks on September 11, or because of the death of the 
petitioner or applicant as a direct result of the terrorist attacks. Permanent residence would be 
granted to an alien who was the spouse or child of an alien who was the beneficiary of a petition 
filed on or before September 11 to grant the beneficiary permanent residence as a family-
sponsored immigrant (as long as the spouse or child follows to join not later than September 11, 
2003). Permanent residence would be granted to the beneficiary of a petition for a nonimmigrant 
visa as the spouse or the fiancé (and their children) of a U.S. citizen where the petitioning citizen 
died as a direct result of the terrorist attack. This section also provides permanent resident status 
to the grandparents of a child both of whose parents died as a result of the terrorist attacks, if 
either of such deceased parents was a U.S. citizen or a permanent resident. Not in original 
Administration proposal. 

Sec. 422. Extension of filing or reentry deadlines. This section provides that an alien who was 
legally in a nonimmigrant status and was disabled as a direct result of the terrorist attacks on 
September 11 (and his or her spouse and children) may remain lawfully in the United States (and 
receive work authorization) until the later of the date that his or her status normally terminates or 
September 11, 2002. Such status is also provided to the nonimmigrant spouse and children of an 
alien who died as a direct result of the terrorist attacks. The Act provides that an alien who was 
lawfully present as a nonimmigrant at the time of the terrorist attacks will be granted 60 
additional days to file an application for extension or change of status if the alien was prevented 
from so filing as a direct result of the terrorist attacks. Also, an alien who was lawfully present as 
a nonimmigrant at the time of the attacks but was then unable to timely depart the United States 
as a direct result of the attacks will be considered to have departed legally and will not be 
considered to have been unlawfully present for the purposes of section 212(a)(9) of the INA if 
departure occurs before November 11. Not in original Administration proposal. 

Sec. 423. Humanitarian relief for certain surviving spouses and children. Current law provides 
that an alien who was the spouse of a U.S. citizen for at least 2 years before the citizen died shall 
remain eligible for immigrant status as an immediate relative. This also applies to the children of 
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the alien. This section provides that if the citizen died as a direct result of the terrorist attacks, the 
2-year requirement is waived. This section provides that if an alien spouse, child, or unmarried 
adult son or daughter had been the beneficiary of an immigrant visa petition filed by a permanent 
resident who died as a direct result of the terrorist attacks, the alien will still be eligible for 
permanent residence. In addition, if an alien spouse, child, or unmarried adult son or daughter of 
a permanent resident who died as a direct result of the terrorist attacks was present in the United 
States on September 11 but had not yet been petitioned for permanent residence, the alien can 
self-petition for permanent residence. The section also provides that an alien spouse or child of 
an alien who (1) died as a direct result of the terrorist attacks and (2) was a permanent resident 
(petitioned-for by an employer) or an applicant for adjustment of status for an employment-based 
immigrant visa, may have his or her application for adjustment adjudicated despite the death (if 
the application was filed prior to the death). Not in original Administration proposal. 

Sec. 424. "Age-out" protection for children. Under current law, certain visas are only available to 
an alien until the alien's 21st birthday. This section provides that an alien whose 21st birthday 
occurs this September and who is a beneficiary for a petition or application filed on or before 
September 11 shall be considered to remain a child for 90 days after the alien's 21st birthday. For 
an alien whose 21st birthday occurs after this September, (and who had a petition for application 
filed on his or her behalf on or before September 11) the alien shall be considered to remain a 
child for 45 days after the alien's 21st birthday. Not in original Administration proposal. 

Sec. 425. Temporary administrative relief. This section provides that temporary administrative 
relief may be provided to an alien who was lawfully present on September 10, was on that date 
the spouse, parent or child of someone who died or was disabled as a direct result of the terrorist 
attacks, and is not otherwise entitled to relief under any other provision of this legislation. Not in 
original Administration proposal. 

Sec. 426. Evidence of death, disability, or loss of employment. This section instructs the 
Attorney General to establish appropriate standards for evidence demonstrating that a death, 
disability, or loss of employment due to physical damage to, or destruction of, a business, 
occurred as a direct result of the terrorist attacks on September 11. The Attorney General is not 
required to promulgate regulations prior to implementing this subtitle. Not in original 
Administration proposal. 

Sec. 427. No Benefits to Terrorists or Family Members of Terrorists. This section states that no 
benefit under this subtitle shall be provided to anyone culpable for the terrorist attacks on 
September 11 or to any family member of such an individual. Not in original Administration 
proposal. 

Sec. 428. Definitions. This section defines the term `specified terrorist activity' as any terrorist 
activity conducted against the Government or the people of the United States on September 11, 
2001. Not in original Administration proposal. 

TITLE V—REMOVING OBSTACLES TO INVESTIGATING TERRORISM 
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Sec. 501. Attorney General’s authority to pay rewards to combat terrorism. Both the House and 
Senate bills included this provision to authorize the Attorney General to offer rewards – 
payments to individuals who offer information pursuant to a public advertisement – to gather 
information to combat terrorism and defend the nation against terrorist acts without any dollar 
limitation (Current law limits rewards to $2 million). Rewards of $250,000 or more require the 
personal approval of the Attorney General or President and notice to Congress. Narrower than 
original Administration proposal. 

Sec. 502. Secretary of State’s authority to pay rewards. Both the House and Senate bills included 
this provision to authorize the Secretary of State to offer rewards – payments to individuals who 
offer information pursuant to a public advertisement – to gather information to combat terrorism 
and defend the nation against terrorist acts without any dollar limitation (Current law limits 
rewards to $5 million). Rewards of $100,000 or more require the personal approval of the 
Secretary of State and notice to Congress. Narrower than original Administration proposal. 

Sec. 503. DNA identification of terrorists and other violent offenders. Both the House and Senate 
bills included this provision to authorize the collection of DNA samples from any person 
convicted of certain terrorism-related offenses and other crimes of violence, for inclusion in the 
national DNA database. Modified from original Administration proposal. 

Sec. 504. Coordination with law enforcement. Both the House and Senate bills included this 
provision to amend FISA to authorize consultation between FISA officers and law enforcement 
officers to coordinate efforts to investigate or protect against international terrorism, clandestine 
intelligence activities, or other grave hostile acts of a foreign power or an agent of a foreign 
power. Not in original Administration proposal. 

Sec. 505. Miscellaneous national security authorities. Both the House and Senate bills included 
this provision to modify current statutory provisions on access to telephone, bank, and credit 
records in counterintelligence investigations to remove the "agent of a foreign power" standard. 
The authority may be used only for investigations to protect against international terrorism or 
clandestine intelligence activities, and an investigation of a United States person may not be 
based solely on activities protected by the First Amendment. Narrower than original 
Administration proposal which simply removed "agent of foreign power" requirement. 

Sec. 506. Extension of Secret Service jurisdiction. Both the House and Senate bills included this 
provision to give the Secret Service concurrent jurisdiction to investigate offenses relating to 
fraud and related activity in connection with computers, and permanently extends its current 
authority to investigate financial institution fraud. Not in original Administration proposal. 

Sec. 507. Disclosure of educational records. Both the House and Senate bills included this 
provision to require application to a court to obtain educational records in the possession of an 
educational agency or institution if it is determined by the Attorney General or Secretary of 
Education (or their designee) that doing so could reasonably be expected to assist in investigating 
or preventing a federal terrorism offense or domestic or international terrorism. Limited 
immunity is given to persons producing such information acting in good faith, and the Attorney 
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General is directed to issue guidelines to protect confidentiality. Narrower than original 
Administration proposal. 

Sec. 508. Disclosure of information from NCES surveys. Both the House and Senate bills 
included this provision to require application to a court to obtain reports, records and information 
in the possession of the National Center for Educational Statistics that are relevant to an 
authorized investigation or prosecution of terrorism. Limited immunity is given to persons 
producing such information acting in good faith, and the Attorney General is directed to issue 
guidelines to protect confidentiality. Narrower than original Administration proposal. 

TITLE VI—PROVIDING FOR VICTIMS OF TERRORISM, PUBLIC SAFETY 
OFFICERS, AND THEIR FAMILIES 

Subtitle A. Aid for Families of Public Safety Officers. 

Sec. 611. Expedited payment for public safety officers involved in the prevention, investigation, 
rescue, or recovery efforts related to a terrorist attack. Both the House and Senate bills included 
this provision to streamlines the Public Safety Officers Benefits Program application process for 
family members of law enforcement officers, firefighters, and emergency personnel who 
perished or suffered serious injury in connection with prevention, investigation, rescue or 
recovery efforts related to a terrorist attack. The Public Safety Officers Benefits Program 
provides benefits for each of the families of law enforcement officers, fire fighters, emergency 
response squad members, ambulance crew members who are killed or permanently and totally 
disabled in the line of duty ($151,635 in FY 2001). Current regulations, however, require the 
families of public safety officers who have fallen in the line of duty to go through a cumbersome 
and time-consuming application process. Not in original Administration proposal. 

Sec. 612. Technical correction with respect to expedited payments for heroic public safety 
officers. Both the House and Senate bills included this provision to make technical corrections to 
Public Law 107-37 to provide sufficient information to make expedited Public Safety Officers 
Benefits Program payments to the fallen firefighters, emergency personnel and law enforcement 
officers who perished or were disabled during the rescue and recovery efforts related to the 
terrorist attacks of September 11, 2001. Modified from original Administration proposal. 

Sec. 613. Public safety officers benefits program payment increase. Both the House and Senate-
passed bills included this provision to raise the total amount of Public Safety Officers Benefits 
Program payment to $250,000 and is effective for any death or disability occurring on or after 
January 1, 2001. Not in original Administration proposal. 

Sec. 614. Office of Justice programs. Both the House and Senate bills included this provision to 
amend the Office of Justice Program’s authorities to enhance the authority of the Assistant 
Attorney General to coordinate and manage emergency response activities of its various 
components including the Public Safety Officers Benefits Program. Modified from original 
Administration proposal. 

Subtitle B. Amendments to the Victims of Crime Act of 1984. 
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[Note: The original Administration proposal did not include most of the provisions of this 
subtitle to streamline the administration of the Crime Victims Fund.] 

Sec. 621. Crime victims fund. Both the House and Senate bills included this provision to 
authorize the Office for Victims of Crime (OVC) to replenish the antiterrorism emergency 
reserve with up to $50 million and establishes a mechanism to allow for replenishment in future 
years. Funds added to the Crime Victims Fund to respond to the September 11 attacks shall not 
be subject to the cap or the new formula provisions. A technical clarification includes the 
September 11th Victim Compensation Fund established in Public Law 107-42 as one of the 
Federal benefits that should be a primary payer to the States. This section also replaces the 
annual cap on the Fund with a self-regulating system that ensures stability in the amounts 
distributed while preserving the amounts remaining for use in future years; it authorizes private 
gift-giving to the Fund; and it increases the portion of the Fund available for discretionary grants 
and assistance to victims of Federal crime. Significant expansion of original Administration 
proposal. 

Sec. 622. Crime victim compensation. Both the House and Senate bills included this provision to 
increase the minimum threshold for the annual grant to State compensation programs. It clarifies 
that a payment of compensation to a victim shall not used in means tests for Federal benefit 
programs. A technical clarification removes the dual requirement that State crime victim 
compensation programs cover victims of terrorism occurring outside the United States. Not in 
original Administration proposal. 

Sec. 623. Crime victim assistance. Both the House and Senate bills included this provision to 
authorize States to give VOCA funds to U.S. Attorney’s Offices in jurisdictions where the U.S. 
Attorney is the local prosecutor. It prohibits victim assistance programs from discriminating 
against certain victims; authorizes grants to eligible victim assistance programs for program 
evaluation and compliance efforts; and allows use of funds for fellowships, clinical internships 
and training programs. Not in original Administration proposal. 

Sec. 624. Victims of terrorism. Both the House and Senate bills included this provision to 
conform VOCA’s domestic terrorism section to the international terrorism section, giving OVC 
the flexibility to deliver timely and critically-needed assistance to victims of terrorism and mass 
violence occurring within the United States. It also makes a technical correction to recent 
legislation that inadvertently reversed the existing exclusion under VOCA of individuals eligible 
for other Federal compensation under the Omnibus Diplomatic Security and Antiterrorism Act of 
1986. Expansion of original Administration proposal. 

TITLE VII—INCREASED INFORMATION SHARING FOR CRITICAL 
INFRASTRUCTURE PROTECTION 

[NOTE: The original Administration proposal did not include this subtitle to expand regional 
information sharing to facilitate Federal-state-local law enforcement responses to terrorism.] 

Sec. 701. Expansion of regional information sharing system to facilitate Federal-State-local law 
enforcement response related to terrorist attacks. Both the House and Senate bills included this 
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provision to expand the Department of Justice Regional Information Sharing Systems (RISS) 
Program to facilitate information sharing among Federal, State and local law enforcement 
agencies to investigate and prosecute terrorist conspiracies and activities and doubles its 
authorized funding for FY2002 and FY2003. Currently, 5,700 Federal, State and local law 
enforcement agencies participate in the RISS Program. Not in original Administration proposal. 

TITLE VIII—STRENGTHENING THE CRIMINAL LAWS AGAINST TERRORISM 

Sec. 801. Terrorist attacks and other acts of violence against mass transportation systems. Both 
the House and Senate bills included this provision to create a new statute (to be codified at 18 
U.S.C. §1993) to make punishable acts of terrorism and other violence against mass 
transportation vehicles, systems, facilities, employees and passengers; the reporting of false 
information about such activities; and attempts and conspiracies to commit such offenses. 
Violations are punishable by a fine and term imprisonment of 20 years; however, the mass 
transportation vehicle was carrying a passenger at the time of the attack, or if death resulted from 
the offense, the maximum term of imprisonment is increased to life. 

Not in original Administration proposal. 

Sec. 802. Definition of domestic terrorism. Both the House and Senate bills included this 
provision to define the term "domestic terrorism" as a counterpart to the current definition of 
"international terrorism" in 18 U.S.C. §2331. The new definition for "domestic terrorism" is for 
the limited purpose of providing investigative authorities (i.e., court orders, warrants, etc.) for 
acts of terrorism within the territorial jurisdiction of the United States. Such offenses are those 
that are "(1) dangerous to human life and violate the criminal laws of the United States or any 
state; and (2) appear to be intended (or have the effect) – to intimidate a civilian population; 
influence government policy intimidation or coercion; or affect government conduct by mass 
destruction, assassination, or kidnapping (or a threat of)." Same as Administration proposal. 

Sec. 803. Prohibition against harboring terrorists. Both the House and Senate bills included this 
provision to establish a new criminal prohibition against harboring terrorists, similar to the 
current prohibition in 18 U.S.C. § 792 against harboring spies, and makes it an offense when 
someone harbors or conceals another they know or should have known had engaged in or was 
about to engage in federal terrorism offenses. Narrower than Administration’s proposal except 
that the final bill removes the Administration’s original proposal to make it an offense to harbor 
someone merely suspected of engaging in terrorism. 

Sec. 804. Jurisdiction over crimes committed at U.S. facilities abroad. Both the House and 
Senate bills included this provision to extend the special maritime and territorial jurisdiction of 
the United States to cover, with respect to offenses committed by or against a U.S. national, U.S. 
diplomatic, consular and military missions, and residences used by U.S. personnel assigned to 
such missions. Based on original Administration proposal. 

Sec. 805. Material support for terrorism. Both the House and Senate bills included this provision 
to amend 18 U.S.C. §2339A, which prohibits providing material support to terrorists, in four 
respects. First, it adds three terrorism-related offenses to the list of §2339A predicates. Second, it 
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provides that §2339A violations may be prosecuted in any Federal judicial district in which the 
predicate offense was committed. Third, it clarifies that monetary instruments, like currency and 
other financial securities, may constitute "material support or resources" for purpose of §2339A. 
Fourth, it explicitly prohibits providing terrorists with "expert advice or assistance," such as 
flight training, knowing or intending that it will be used to prepare for or carry out an act of 
terrorism. Same as original Administration proposal. 

Sec. 806. Assets of terrorists organizations. Both the House and Senate bills included this 
provision to provide that the assets of individuals and organizations engaged in planning or 
perpetrating acts of terrorism against the United States, as well as the proceeds and 
instrumentalities of such acts, are subject to civil forfeiture. Same as original Administration 
proposal. 

Sec. 807. Technical clarification relating to provision of material support to terrorism. Both the 
House and Senate bills included this provision to clarify that the provisions of the Trade 
Sanctions Reform and Export Enhancement Act of 2000 (title IX of Public Law 106-387) do not 
limit or otherwise affect the criminal prohibitions against providing material support to terrorists 
or designated terrorist organizations, 18 U.S.C. §§2339A & 2339B. Same as original 
Administration proposal. 

Sec. 808. Definition of Federal crime of terrorism. Both the House and Senate bills included this 
provision to update the list of predicate offenses under the current definition of "Federal crime of 
terrorism," 18 U.S.C. §2332b(g)(5). Narrower than original Administration proposal. 

Sec. 809. No statute of limitation for certain terrorism offenses. Both the House and Senate bills 
included this provision to eliminate the statute of limitations for certain terrorism-related 
offenses, if the commission of such offense resulted in, or created a foreseeable risk of, death or 
serious bodily injury to another person. Narrower than original Administration proposal. 

Sec. 810. Alternative maximum penalties for terrorism offenses. Both the House and Senate bills 
included this provision to raise the maximum prison terms to 15 or 20 years or, if death results, 
life, in the following criminal statutes: 18 U.S.C. §81 (arson within the special maritime and 
territorial jurisdiction of the United States); 18 U.S.C. §1366 (destruction of an energy facility); 
18 U.S.C. §2155(a) (destruction of national-defense materials); 18 U.S.C. §§2339A & 2339B 
(provision of material support to terrorists and terrorist organizations); 42 U.S.C. 2284 (sabotage 
of nuclear facilities or fuel); 19 U.S.C. §46505(c) (killings on aircraft); 49 U.S.C. §60123(b) 
(destruction of interstate gas or hazardous liquid pipeline facility). Narrower than original 
Administration proposal. 

Sec. 811. Penalties for terrorist conspiracies. Both the House and Senate-passed bills included 
this provision to ensure adequate penalties for certain terrorism-related conspiracies by adding 
conspiracy provisions to the following criminal statutes: 18 U.S.C. §81 (arson within the special 
maritime and territorial jurisdiction of the United States); 18 U.S.C. §930(c) (killings in Federal 
facilities); 18 U.S.C. §1362 (destruction of communications lines, stations, or systems); 18 
U.S.C. §1363 (destruction of property within the special maritime and territorial jurisdiction of 
the United States); 18 U.S.C. §1992 (wrecking trains); 18 U.S.C. §2339A (material support to 
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terrorists); 18 U.S.C. §2340A (torture); 42 U.S.C. §2284 (sabotage of nuclear facilities or fuel); 
49 U.S.C. §46504 (interference with flight crews); 49 U.S.C. §46505 (carrying weapons or 
explosives on aircraft); 49 U.S.C. §60123 (destruction of interstate gas or hazardous liquid 
pipeline facility). Narrower than original Administration proposal. 

Sec. 812. Post-release supervision of terrorists. Both the House and Senate bills included this 
provision to authorize extended period of supervised release for certain terrorism-related 
offenses that resulted in, or created a foreseeable risk of, death or serious bodily injury to another 
person. Narrower than original Administration proposal. 

Sec. 813. Inclusion of acts of terrorism as racketeering activity. Both the House and Senate bills 
included this provision to amend the RICO statute to include certain terrorism-related offenses 
within the definition of "racketeering activity," thus allowing multiple acts of terrorism to be 
charged as a pattern of racketeering for RICO purposes. This section expands the ability of 
prosecutors to prosecute members of established, ongoing terrorist organizations that present the 
threat of continuity that the RICO statute was designed to permit prosecutors to combat. 
Narrower than original Administration proposal. 

Sec. 814. Deterrence and prevention of cyberterrorism. Both the House and Senate bills included 
this provision to clarify the criminal statute prohibiting computer hacking, 18 U.S.C. §1030, to 
cover computers located outside the United States when used in a manner that affects the 
interstate commerce or communications of this country, update the definition of "loss" to ensure 
full costs to victims of hacking offenses are counted, clarify the scope of civil liability and 
eliminate the current mandatory minimum sentence applicable in some cases. Not in original 
Administration proposal. 

Sec. 815. Additional defense to civil actions relating to preserving records in response to 
Government requests. Both the House and Senate bills included this provision to provide an 
additional defense under 18 U.S.C. §2707(e)(1) to civil actions relating to preserving records in 
response to Government requests. Not in original Administration proposal. 

Sec. 816. Development and support of cybersecurity forensic capabilities. Both the House and 
Senate bills included this provision to require the Attorney General to establish regional 
computer forensic laboratories and to support existing computer forensic laboratories to help 
combat computer crime. Not in original Administration proposal. 

Sec. 817. Expansion of the biological weapons statute. The Senate-passed bill included this 
provision to amend the definition of "for use as a weapon" in the current biological weapons 
statute, 18 U.S.C. §175, to include all situations in which it can be proven that the defendant had 
any purpose other than a prophylactic, protective, or peaceful purpose. This section also creates a 
new criminal statute, 18 U.S.C. §175b, which generally makes it an offense for certain restricted 
persons, including non-resident foreign nationals of countries that support international 
terrorism, to possess a listed biological agent or toxin. Modified from original Administration 
proposal, which did not require the government to establish the mens rea of the defendant to 
prove the crime of possession of the biological weapon. Regulatory provision in original 
Administration proposal was dropped at the Administration’s request. 
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TITLE IX—IMPROVED INTELLIGENCE 

Sec. 901. Responsibilities of Director of Central Intelligence regarding foreign intelligence 
collected under the Foreign Intelligence Surveillance Act of 1978. Both the House and Senate 
bills included this provision to clarify the role of the Director of Central Intelligence ("DCI") 
with respect to the overall management of collection goals, analysis and dissemination of foreign 
intelligence gathered pursuant to the Foreign Intelligence Surveillance Act, in order to ensure 
that FISA is properly and efficiently used for foreign intelligence purposes. It requires the DCI to 
assist the Attorney General in ensuring that FISA efforts are consistent with constitutional and 
statutory civil liberties. The DCI will have no operational authority with respect to 
implementation of FISA, which will continue to reside with the FBI. Not in original 
Administration proposal. 

Sec. 902. Inclusion of international terrorism activities within scope of foreign intelligence 
under National Security Act of 1947. Both the House and Senate bills included this provision 
to revise the National Security Act definitions section to include "international terrorism" as a 
subset of "foreign intelligence." This change will clarify the DCI ’s responsibility for collecting 
foreign intelligence related to international terrorism. Not in original Administration proposal. 

Sec. 903. Sense of Congress on the establishment and maintenance of intelligence 
relationships to acquire information on terrorists and terrorist organizations. Both the 
House and Senate bills included this provision to express the Sense of Congress that the CIA 
should make efforts to recruit informants to fight terrorism. Not in original Administration 
proposal 

Sec. 904. Temporary authority to defer submittal to Congress of reports on intelligence and 
intelligence-related matters. Both the House and Senate bills included this provision to allow 
the Secretary of Defense, the Attorney General and the DCI to defer the submittal of certain 
reports to Congress until February 1, 2002. Not in original Administration proposal. 

Sec. 905. Disclosure to Director of Central Intelligence of foreign intelligence-related 
information with respect to criminal investigations. Both the House and Senate bills included 
this provision to create a responsibility for law enforcement agencies to notify the Intelligence 
Community when a criminal investigation reveals information of intelligence value. Regularizes 
existing ad hoc notification, and makes clear that constitutional and statutory prohibitions of 
certain types of information sharing apply. Not in original Administration proposal. 

Sec. 906. Foreign Terrorist Asset Tracking Center. Both the House and Senate bills included 
this provision to regularize the existing Foreign Terrorist Asset Tracking Center by creating an 
element within the Department of Treasury designed to review all-source intelligence in support 
of both intelligence and law enforcement efforts to counter terrorist financial support networks. 
Not in original Administration proposal. 

Sec. 907. National Virtual Translation Center. Both the House and Senate bills included this 
provision to direct the submission of a report on the feasibility of establishing a virtual 
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translation capability, making use of cutting-edge communications technology to link securely 
translation capabilities on a nationwide basis. Not in original Administration proposal. 

Sec. 908. Training of government officials regarding identification and use of foreign 
intelligence. Both the House and Senate bills included this provision to direct the Attorney 
General, in consultation with the DCI, to establish a training program for Federal, State and local 
officials on the recognition and appropriate handling of intelligence information discovered in 
the normal course of their duties. Not in original Administration proposal. 

TITLE X – MISCELLANEOUS 

Sec. 1001. Review of the Department of Justice. This provision authorizes the Inspector 
General of the Department of Justice to designate one official to review information and receive 
complaints alleging abuses of civil rights and civil liberties by employees and officials of the 
Department of Justice. Not in original Administration proposal. 

Sec. 1002. Sense of Congress. This provision condemns discrimination and acts of violence 
against Sikh-Americans. Not in original Administration proposal. 

Sec. 1003. Definition of "electronic surveillance." This provision authorizes the use of the new 
computer trespass authority under FISA. Not in original Administration proposal. 

Sec. 1004. Venue in money laundering cases. This provision clarifies the judicial districts in 
which money laundering prosecutions under 18 U.S.C. §§1956 and 1957 may be brought. Not in 
original Administration proposal. 

Sec. 1005. First responders assistance act. This provision authorizes grants to State and local 
authorities to respond to and prevent acts of terrorism. .Not in original Administration proposal. 

Sec. 1006. Inadmissibility of aliens engaged in money laundering. This provision makes 
inadmissible to the United States any alien who a consular officer or the Attorney General 
knows, or has reason to believe, is involved in a Federal money laundering offense. Not in 
original Administration proposal. 

Sec. 1007. Authorization of funds for DEA police training in South and Central Asia. This 
provision authorizes money for anti-drug training in the Republic of Turkey, and for increased 
precursor chemical control efforts in the South and Central Asia region. Not in original 
Administration proposal. 

Sec. 1008. Feasibility study on use of biometric identifier scanning system with access to the 
FBI Integrated automated fingerprint identification system at overseas consular posts and 
points of entry to the United States. This provision directs the Attorney General to report to 
Congress on the feasibility of using a biometric identifier (fingerprint) scanning system, with 
access to the FBI fingerprint database, at consular offices abroad and at points of entry into the 
United States. Not in original Administration proposal. 
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Sec. 1009. Study of access. This provision directs the FBI to report to Congress on the 
feasibility of providing airlines with computer access to the names of suspected terrorists. Not in 
original Administration proposal. 

Sec. 1010. Temporary authority to contract with local and State governments for 
performance of security functions at United States military installations. This provision 
provides temporary authority for the Department of Defense to enter contracts for the 
performance of security functions at any military installation of facility in the United States with 
a proximately located local or State government. Not in original Administration proposal. 

Sec. 1011. Crimes against charitable Americans. This provision amends the Telemarketing 
and Consumer Fraud and Abuse Prevention Act to require any person engaged in telemarketing 
for the solicitation of charitable contributions to disclose to the person receiving the call that the 
purpose of the call is to solicit charitable contributions, and to make such other disclosures as the 
FTC considers appropriate. Not in original Administration proposal. 

Sec. 1012. Limitation on issuance of hazmat licenses. This provision allows the Department of 
Transportation to obtain background records checks for any individual applying for a license to 
transport hazardous materials in interstate commerce. Not in original Administration proposal. 

Sec. 1013. Expressing the sense of the Senate concerning the provision of funding for 
bioterrorism preparedness and response. This provision expresses the sense of the Senate that 
the United States should make a substantial new investment this year toward improving State and 
local preparedness to respond to potential bioterrorism attacks. Not in original Administration 
proposal. 

Sec. 1014. Grant program for State and local domestic preparedness support. This 
provision authorizes an appropriated Department of Justice program to provide grants to States 
to prepare for and respond to terrorist acts including but not limited to events of terrorism 
involving weapons of mass destruction and biological, nuclear, radiological, incendiary, 
chemical, and explosive devices. The authorization revises this grant program to provide: (1) 
additional flexibility to purchase needed equipment; (2) training and technical assistance to State 
and local first responders; and (3) a more equitable allocation of funds to all States. Not in 
original Administration proposal. 

Sec. 1015. Expansion and reauthorization of the Crime Identification Technology Act for 
antiterrorism grants to States and localities. This provision adds an additional antiterrorism 
purpose for grants under the Crime Identification Technology Act, and authorizes grants under 
that Act through fiscal year 2007. Not in original Administration proposal. 

Sec. 1016. Critical infrastructures protection. This provision establishes a National 
Infrastructure Simulation and Analysis Center (NISAC) to address critical infrastructure 
protection and continuity through support for activities related to counterterrorism, threat 
assessment, and risk mitigation. Not in original Administration proposal. 


